Connecting BCM v3.7 or below with NetPBX

Follow the instructions below to connect a BCM v3.7 or below with NetPBX:

1. Make sure the CDRSer ver . EXE and | nt er op. CDRSERVERLI b. dI | files are placed in the same folder as Net PBX. EXE, usually
located in { pf }\ Tri - Li ne\ Net PBX.
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2. Register CDRSer ver . EXE by running the command line with administrator privileges and typing the following command under the
directory path of the NetPBX folder: CDRSer ver . EXE/ r egser ver .

3. Open the computer's local security policies: Start -> Control Panel -> Adm nistrative Tools -> Local Security
Pol i cy.
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4. Within the Security Settings\Local Policies\Security Options tree, change the following items as highlighted in the
screenshot below:
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a. Network Access: Let Everyone perm ssions apply to anonynous users. Set this to Enabl ed.
b. Network Access: Sharing security nodel for |ocal accounts. Setthistod assic.

c. DCOM  Machine Access Restrictions:Clickon _Edit Security | and add the following user accounts: Anonynous,
Everyone, Interactive, Network, System Seteach one to have full access rights.
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.4 DCOM: Machine Access Restrictions in Security Descriptar
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If the security descriptor iz left blank after defining the palicy setting in the
template, the policy setting will not be enforced.
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5. Next step is to modify the way DCOM behaves on the computer by executing the DCOM configuration program: St art -> Run ->
DCOMCNFG [ ent er ] . Browse the tree to the following location: Consol e Root -> Conponent Services -> Conputers ->
My Conput er . Righ-click on My Conput er for _Properties | and amend or update the following options:
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The Authentication Level specifies security at the packet level.
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The imperzonation level specifiies whether applications can determine
who iz calling them, and whether the applization can do operations
uzing the client's identity,
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Security for reference tracking can be provided if authentication iz uzed
and that the default imperzanation level iz not anonumous.
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b. Onthe _COM Security | tab:
Go to the Access Per mi ssi ons section and select  Edit default |

Add the following accounts and set both local and remote access permissions: Anonynous,

Everyone, Interactive,
Net wor k, Local Service and System
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Go tothe Launch and Activation Perm ssi ons section and click on  Edit default | tab.

Add or update the following accounts to give them all local and remote access permissions: Anonynous, Everyone,
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